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	Reason for change:
	Clause 5.1.2 dictates that: “An HTTP proxy shall not pass requests or responses to another HTTP proxy, an HTTP server or an HTTP client in a different trust domain (see subclause 7.4.3.3.2).” However, clause 7.4.3.3.2 clarifies that HTTP proxy terminates HTTP-3 which lies between different HTTP proxies, and it may provide topology hiding function from HTTP entities outside the trusted domain of the MC system. Furthermore, clause 7.5.3.7 describes that the HTTP-3 reference point is used between the HTTP proxy and another HTTP proxy in a different network. 

Furthermore, the Editor`s Note in clause 7.5.3.7 
Editor's note:	it is FFS whether changes are needed to HTTP-3 when used between servers in different trust domains.
is removed to align with 3GPP TS 33.180 clause 6.1.3 and 11.1.3, where HTTP-3 is between HTTP proxies from different network domain, so no further study is needed. 

	
	

	Summary of change:
	- removing the paragraph in clause 5.1.2 to avoid contradicting statements.
- removing the EN in clause 7.5.3.7 to align with 3GPP TS 33.180 

	
	

	Consequences if not approved:
	Alignment in HTTP-3/ HTTP proxy within 3GPP TS 23.280, and remove the EN in clause 7.5.3.7.
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[bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc453260061][bookmark: _Toc453260948][bookmark: _Toc453279685][bookmark: _Toc459375022][bookmark: _Toc468105252][bookmark: _Toc468110347][bookmark: _Toc146544967]5.1.2	Trust domain
For an MC system, the trust domain consists of one or more MC service functions that are administered by the same or different service providers (e.g. MC service provider, PLMN operator) that have an agreement to share sensitive information.
For the MC system architecture, the following rules are implied for functions in different trust domains:
-	A public user identity shall not identify an MC service user in a different trust domain (see subclause 8.3.1);
-	A public service identity shall not identify an MC service group ID in a different trust domain (see subclause 8.3.2);
-	A SIP database shall not pass responses to a registrar or registrar finder in a different trust domain (see subclause 7.4.3.2.1); and
-	An HTTP proxy shall not pass requests or responses to another HTTP proxy, an HTTP server or an HTTP client in a different trust domain (see subclause 7.4.3.3.2).

* * * * Second change * * * *
[bookmark: _Toc433209620][bookmark: _Toc453260130][bookmark: _Toc453261017][bookmark: _Toc453279754][bookmark: _Toc459375092][bookmark: _Toc468105330][bookmark: _Toc468110425][bookmark: _Toc146545076]7.5.3.7	Reference point HTTP-3 (between the HTTP proxy and HTTP proxy)
The HTTP-3 reference point, which exists between the HTTP proxy and another HTTP proxy in a different network, is based on HTTP (which may be secured using e.g. SSL, TLS).
Editor's note:	it is FFS whether changes are needed to HTTP-3 when used between servers in different trust domains.

* * * * End of changes * * * *

